We have created some simple API's for customers who work within a SIMPL / SIMPL# control environment and cannot access the security cookie in our standard HTTP message headers, (where their HTTP widget doesn't support secure messages or access to the message headers).

The new feature is a set of APIs that we refer to as "simplecontrol". Basically, it's a set of security-less HTTP messages for features that customers typically want to control with 3rd-party control systems. By default these APIs don't work (for network security reasons). However, if the system is a closed network then it's perfectly safe to enable them and use them. See below for directions on how to enable the "simplecontrol" APIs, and where to find details about them in the product's Swagger webpage.

NOTE: customers using the mXa-1502 with internet access, (port forwarding), or on an open network with WiFi or accessible network jacks should not enable these APIs, because they provide a method for anybody to access these functions even if they don't have an AquaControl account.

Details:

In order to make the mXa-1502 listen to these new API's, you must create a user account in the Settings->Security page in AquaControl with the following credentials:

username: **SimpleControl**

password: (*any*)

role: (*any*)

The new API's are documented at the bottom of the Swagger page, (*ip\_address*:8000), in the new, simplecontrol section.

